
 

 

 
 

January 28, 2014 
 
 
Jeff Ayers 
A&F Ventures doing business as Clickit Realty Inc. 
3321 Chamblee Dunwoody Rd 

Atlanta, GA  30341 
 
Dear Mr. Ayers 
 
On January 29, 2018, I inspected the computer you use for Paypal transactions and certify that it is 
clean.  I have updated all installed software, ran full virus scans from Malware Bytes and Windows 
Defender, uninstalled non-essential software and manually cleaned and inspected the folder structure.  
Lastly, all passwords for Windows and Office 365 email were changed.  Attached are the scan reports. 
 
Sincerely, 
 

 
 
James E. Daniel, Jr. 
Owner 
 
Attachments 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 

 

 
Malwarebytes 
www.malwarebytes.com 
 
-Log Details- 
Scan Date: 1/29/18 
Scan Time: 11:20 PM 
Log File: f535c241-0574-11e8-ad62-08606e735fce.json 
Administrator: Yes 
 
-Software Information- 
Version: 3.3.1.2183 
Components Version: 1.0.262 
Update Package Version: 1.0.3817 
License: Free 
 
-System Information- 
OS: Windows 8.1 
CPU: x64 
File System: NTFS 
User: System 
 
-Scan Summary- 
Scan Type: Threat Scan 
Result: Completed 
Objects Scanned: 292315 
Threats Detected: 0 
(No malicious items detected) 
Threats Quarantined: 0 
(No malicious items detected) 
Time Elapsed: 5 min, 9 sec 
 
-Scan Options- 
Memory: Enabled 
Startup: Enabled 
Filesystem: Enabled 
Archives: Enabled 
Rootkits: Disabled 
Heuristics: Enabled 
PUP: Detect 
PUM: Detect 
 
-Scan Details- 



 

 

Process: 0 
(No malicious items detected) 
 
Module: 0 
(No malicious items detected) 
 
Registry Key: 0 
(No malicious items detected) 
 
Registry Value: 0 
(No malicious items detected) 
 
Registry Data: 0 
(No malicious items detected) 
 
Data Stream: 0 
(No malicious items detected) 
 
Folder: 0 
(No malicious items detected) 
 
File: 0 
(No malicious items detected) 
 
Physical Sector: 0 
(No malicious items detected) 
 
 
(end) 


